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Sole Source 21/22-CCC: iSafe Direct and DC4 
 
Opened:  March 30, 2022 
 
The district will recognize iSafe Enterprises as the sole provider of iSafe Direct and DC4 as stated in 
their sole source letter, as a result of no contests being submitted during this Sole Source. This Sole 
Source was broadcast nationwide to over 740 organizations. 
 
We will continue to recognize this for a period of 1 year, March 30, 2022 through March 29, 2023, at 
which time we will again verify this claim and post another Sole Source for those who may wish to 
challenge. 
 
 
 
Kathy Scott 
Buyer 
Charlotte County Public Schools 
 
 
 



Sole Source Statement

ISAFE Enterprises LLC (ISAFE) focuses on providing education institutions compliance programming as 
it pertains to the Children’s Internet Protection Act (CIPA) & E-Rate as well as other Federal and State 
regulation mandates. ISAFE o�ers a suite of technology solutions called ISAFE Direct as well as digital 
instruction programming materials titled DC4.  

ISAFE’s digital programming includes age-appropriate e-safety digital instructional programming 
materials and reporting solutions. Due to ISAFE’s unique hybrid status,  and the exclusive way ISAFE 
integrates digital programming materials and technology tools, most education institutions procure 
ISAFE through a Sole Source provider 
requisition. 

ISAFE is the only national and worldwide provider of a comprehensive document delivery platform.  
This platform provides administrators the ability to develop and disseminate a variety of online forms 
such as:  Acceptable Use Policies (AUPs), Permission Slip Forms (PS), Verifiable Parental Consent 
Requests (VPC), Human Resource Forms (HR), as well as other school district documents that 
administrators may choose. ISAFE is also the only provider to include a complete comprehensive, 
research-based, best practices Internet safety (e-Safety) curriculum and programming resources for all 
K-12 grade level students. ISAFE is the only provider to include a comprehensive reporting solution for 
both the document delivery platform and e-Safety curriculum / programming resources for 
CIPA/E-Rate Compliance. 

ISAFE is a one-of-a-kind, full-service E-Safety technology and education 
solution. Departments of Education (DOE), school districts, and schools are concerned about e-safety 
education implementation as well as parent participation and engagement. Unfortunately, there is a 
historical problem in being able to e�ectively and e�iciently engage parents and hold them 
accountable for reading school based communication which impacts their child(ren) and family.

The ISAFE Direct Enterprise Technology Platform tackles these critical issues schools are confronted 
with today by reducing the cost of communication and reporting for schools. The ISAFE Direct 
Enterprise Technology Platform is a robust cloud-based secure system that mitigates fraud and waste 
as it relates to the school’s paper forms and digital communications. Not only does the ISAFE Direct 
Enterprise Technology Platform reduce a school’s paper and postage costs the technology also 
verifies the identity of the receiver prior to sending information about the school.
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The ISAFE Direct Enterprise Technology Platform:
1. Decreases paper consumption, postage costs and delivery delays
2. Integrates identity verification in the platform to ensure with confidence that a user is who they say 
they are



• Security: ISAFE is the leader in e-safety and student data privacy. A�er a parent or guardian is
Authenticated,  into the ISAFE Direct platform,  a student can start signing the documents their teachers 
or administrators transmits to them. Districts can finally stop worrying about ‘wet’ signatures,  with 
personally identifiable information,  kept on an administrator’s desk or in a filing cabinet. The ISAFE 
Direct system safeguards sensitive information to ensure there is security throughout the entire process 
of creating, disseminating, and signing of online documents.

• Reporting: The beauty about using technology to deliver documents is not just the cost savings from 
not printing papers. The real savings is the time an administrator or teacher saves by having to evaluate 
which child has not signed their Acceptable Use Policy or which parent has not completed the school 
dance permission slip. Now administrators and teachers, at a glance, can identify which users have and 
have not signed a specific document. This provides an enormous time savings and minimizes all the 
administrative time assigned with recreating forms and re-tracking down those rouge individuals that 
need to sign forms.
The ISAFE Direct Enterprise Solution saves administrative time, is cost-e�icient and allows for adoption to 
ensure compliance as it pertains to student data privacy. Below is an overview of the technology 
platform.



6) ISAFE Direct Role Guide ISAFE Direct Role Guide enables districts to verifiably deliver critical 
privacy policies, training, and education program updates to educators by grade school or district. 
Online programs and apps are critical to creating a modern classroom. At the same time, the risk of 
exposing student’s personal information, in violation of The Children’s Internet Protection Act (CIPA) 
and COPPA requirements, is very real. Schools need to verifiably communicate clear privacy policy to 
their educators and sta�, train them appropriately, and be able to respond quickly to change. The ISAFE 
Direct Role Guide enables this communication with educators quickly and safely.

7) Admin Central ISAFE provides administrators with an easy to use portal from which school adminis-
trators, educators and sta� can access audience specific resources. The Admin Central portal includes a 
number of 
management tools and ISAFE services to automate, customize, enhance, and quantitatively measure 
the e�ectiveness of the education institutions commitment to e-Safety education; which includes:
 • Administration Area – Management features for ISAFE subscribers that enable district/ school 
administrators to generate Implementation Reports that track the usage of ISAFE curriculum in their 
classrooms. These reports, accessible ON DEMAND through the Administration Area, can be valuable 
documentation in case of an E-Rate or other state/local e-Safety education compliance audit. 
Administrators are also authorized to:
  - Onboard educators, monitor implementation, and manage their ISAFE subscription; plus



10) DC4 Subscription The DC4 Subscription satisfies your school/district’s CIPA and E-Rate related 
e-Safety education requirements, verified through exclusive implementation data and compliance 
reports. Valuable data, charts, info graphics, and implementation statistics. In the DC4 Subscription 
educators are provided a curriculum library of over 400 K-12 lesson plans covering a vast array of 
CIPA/E-Rate and other e-Safety topics, including: cell phone safety, identity the�, e-mail scams, and the 
di�erence between sharing and stealing intellectual property Subscription, administrators can generate a 
number of reports ON DEMAND.

11) Auditable Records  (i.e., independent third-party documentation from ISAFE) that indicate/validate 
which teachers at each district school are teaching/taught the mandatory E-Rate Internet safety lessons 
(i.e., “appropriate online behavior, including interacting with other individuals on social networking web-
sites and in chat rooms and cyber bullying awareness and response”). Educators receive an E-Rate Inter-
net Safety Education Certificate, and schools/districts can download (on demand) auditable reports for 
their records and files. Comprehensive verifiable reports back up the E-Rate curriculum taught with data 
on school names, teachers, Internet safety topics taught, dates, and number of students taught.
  • Compliance Documentation Reporting – Real-time and detailed tracking data that documents 
CIPA-related implementation by each teacher, by grade level and by school.
  • E-Rate Certification and Reporting – Verification from educators upon successful completion of their 
CIPA / E-Rate- related implementation.
  • E-Rate Performance Index – Analytical score from 0 – 100 that clearly illustrates the overall status of a 
districts’ CIPA / E-Rate compliance based on implementation factors.
  • Compliance Analytics – A suite of powerful info graphs that provide a clear visual representation of all 
CIPA / E-Rate related implementation data and trends.
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